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>>> Start Changes <<<<
6.1.2.2
UE policy control

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses. The structure and the content of this policy are specified in clause 6.6.1.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. The URSP rules include traffic descriptors that specify the matching criteria and one or more of the following components:

2a)
SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.

2b)
Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.

2c)
DNN Selection Policy: This is used by the UE to associate the matching application with DNN.

2d)
Non-seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).

2e) Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP).

The ANDSP and URSP may be pre-configured in the UE of may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF.

In the case of a roaming UE, the V-PCF may retrieve ANDSP and URSP from the H-PCF over N24.

The ANDSP and URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF shall not change the URSP provided by PCF.

When the UE has valid URSP rules, the UE shall perform the association based on user preference and these rules. URSP is only applied when there is no applicable user preference for the matching application.

The UE shall start applying the new UE Policy (i.e. access selection and PDU Session related policy information) after receiving it. For the existing PDU Sessions, the UE shall examine the PDU Session related policy information to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.

If there are multiple IPv6 prefixes within the PDU Session, then the routing rules, described in clause 5.8.1.2 in 3GPP TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application.

6.1.2.2.2
Distribution of the policies to UE

The UE a policy control enables the PCF to provide UE  with UE policies such as access selection and PDU Session related policy information to the UE, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

The PCF may provide the AMF with UE policy information at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [3]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE policy information delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE policy information to the UE, via AMF.  The PCF delivers to the UE transparently via the AMF.

NOTE 1:
How the UE access selection and PDU Session related policy information is split by PCF, e.g. one UE access selection and PDU Session related policy information for ANDSP and UE access selection and PDU Session related policy information for URSP, is described in TS 29.507 [13].
The PCF may split the UE policy information into sections, identified by a Policy Section Identifier. The PCF decides how to divide the UE policies into policy sections. It may for example assign the URSP as one whole section, or it may subdivide the information in the URSP into multiple policy sections, e.g. by assigning groups of Traffic Filters into  sections. 
The PCF also maintians for each policy section a Section Version Identifier in order to identify newer versions of the section whenever a change occurs.  
When providing the UE with UE policy information, the PCF also may provide policy identifiers, where a Policy Identifier is defined as:

-
Policy Section Identifier (PSI): Identifies a policy section +

-
Section Version Identifier (SVI): Identifies the version of the policy section. 
The AMF forwards the UE policy information to the UE. The UE replaces the UE policies by the one provided by the PCF of the same type, e.g. UE policies of type URSP or of type ANDSP, or if policy identifiers have been provided, according to the policy identifiers as follows:
- 
For a PSI not existing in the UE, the UE stores this information, together with the policy ID.

-
For a PSI in the UE, the UE replaces the section identified by the PSI. 

-
The UE maintains existing policies in policy sections with PSI not provided by the PCF in the new UE policy information delivery.
NOTE 2:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

The PCF updates the UE only if new or modified UE policies are needed in the UE.


The PCF maintains the list of UE policies delivered to each UE together with the policy identifiers.

NOTE 3:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.

The UE may request a synchronization of UE policies providing the current Policy Identifiers List if policy identifiers were previously provided by the PCF. This is triggered by the UE whenever a possible synchronization or update is needed, including the following scenarios:
-
If the UE powers up for the first time and has no policies.

-
If the UE credentials have been modified in the USIM. 

-
If the USIM is moved from one device to another.

-
Periodically (as safe keeping, determined by UE internally)

-
Due to a new application being installed in the UE

-
Due to a change in the UE settings by the user

The UE may send the request via NAS transport as described in TS 23.502 [3] if the trigger for UE policy synchrnoziatoin does not require the UE to re-register. If the trigger for UE policy synchrnozaition also triggers registration procedure, the UE may send the request in a transparent container in registration request message as described in TS 23.502 [3]. For both cases, the AMF transparently sends the UE policy request received from the UE to the PCF.
If the PCF receives the UE request for policy synchronization with a UE Policy Identifier List, the PCF may determine:
·  Using the receiced Policy Section Identifier(s), which sections of policies the UE has. If the UE is missing a policy section, the PCF can provision that section to the UE. 

·  Using the corresponding Section Version Identifier(s), whether the UE has the latest policies for that section. If the UE does not have the lastest version for that policy section, then the PCF can provision that section with a new section version identifier.
>>> End of changes <<<

